[ORAL ARGUMENT TO BE HELD ON NOVEMBER 18, 2002]

Nos. 02-5254, 02-5300

IN THE UNITED STATES COURT OF APPEALS
FOR THE DISTRICT OF COLUMBIA CIRCUIT

CENTER FOR NATIONAL SECURITY STUDIES, et al.,
Plaintiffs-Appellees/Cross-Appellants,

V.

UNITED STATES DEPARTMENT OF JUSTICE,
Defendant-Appellant/Cross-Appellee.

ON APPEAL FROM THE UNITED STATES DISTRICT COURT
FOR THE DISTRICT OF COLUMBIA

REPLY BRIEF FOR APPELLANT AND BRIEF FOR CROSS-APPELLEE

ROBERT D. McCALLUM, JR.
Assistant Attorney General

ROSCOE C. HOWARD, JR.
United States Attorney

GREGORY G. KATSAS
Deputy Assistant Attorney General

MARK B. STERN
(202) 514-5089
ROBERT M. LOEB
(202) 514-4332
ERIC D. MILLER
(202) 514-2754
Attorneys, Appellate Staff
Civil Division, Room 9131

U.S. Department of Justice

601 “D” Street, N.W.

Washington, D.C. 20530-0001




No. 02-5254, 02-5300

IN THE UNI TED STATES COURT OF APPEALS
FOR THE DI STRICT OF COLUMBI A CIRCU T

CENTER FOR NATI ONAL SECURI TY STUDI ES, et al.
Pl aintiffs-Appell ees/ Cross-Appel |l ants,

V.

UNI TED STATES DEPARTMENT OF JUSTI CE
Def endant - Appel | ant/ Cr oss- Appel | ee.

ON APPEAL FROM THE UNI TED STATES DI STRI CT COURT
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REPLY BRI EF FOR APPELLANT AND BRI EF FOR CROSS- APPELLEE

INTRODUCTION

At issue in this case is whether the governnent nust rel ease
a list of names and other information about hundreds of
I ndi vi dual s questioned and then held in connection with its
ongoi ng investigation of the terrorist attacks of Septenber 11,
2001. As explained in our opening brief, the governnent properly
i nvoked FO A Exenption 7 to protect the integrity of this ongoing
i nvestigation, the privacy interests of individuals who woul d
prefer that their connection with the investigation remain
confidential, and the lives and safety of Anericans threatened by
possi bl e future terrorist attacks.

In their brief, plaintiffs ask this Court to ignore the

expert judgnment of the senior career officials responsible for
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the nost inportant | aw enforcenent investigation in this Nation's
history. In detailed and unrebutted affidavits, those officials
have explained that the rel ease of the information sought in this
case woul d enable terrorist organizations to interfere in various
ways with the governnment’s investigation of the Septenber 11
terrorist attacks, and thus endanger the national security by
facilitating simlar or worse attacks in the future. These
affidavits plainly draw a rational |ink between disclosure and
the harns the governnent has identified, which is sufficient to
justify wthholding. Indeed, the identities of persons
interviewed in crimnal investigations are routinely wthheld
under Exenption 7. Moreover, contrary to plaintiffs’ contention,
the views of the officials are entitled to considerable
deference, and there is no proper basis for disregarding those
views in this case.

Plaintiffs’ principal argunent for disregarding these expert
assessment of | aw enforcenent and national security harnms is that
t he governnent, not surprisingly, has rel eased sonme information
about the ongoing terrorisminvestigation. But none of the
information rel eased cones close, either in conprehensiveness or
specificity, to the full list of names and other information that
plaintiffs seek here. And this Court has held that the
government does not wai ve an exenption under FO A sinply by

rel easing other, simlar information.



Finally, plaintiffs’ alternative clains under the common | aw
and the First Amendnent should be rejected. The conmon | aw
creates no rights of access to material that Congress has
specifically decided to exenpt fromFO A and, in any event, is
di spl aced here by rules and regul ations that specifically
prohi bit disclosure. And while the First Amendnent has been held
to confer a right of access to judicial proceedings, that right
has never been extended to apply to investigative records held by
t he Executive Branch.

ARGUMENT

I. Information About Individuals Questioned And Held In
Connection With The September 11 Investigation, And Their
Attorneys, Is Protected From Disclosure By FOIA Exemption 7.

In our opening brief, we showed that FO A Exenption 7
protects from di scl osure the names and other information about
persons interviewed, including those subsequently detained, by
t he governnent in connection with its Septenber 11 investigation.
In pertinent part, that provision exenpts from disclosure

records or information conpiled for |aw enforcenent

pur poses, but only to the extent that the production of

such | aw enforcenent records or information (A) could

reasonably be expected to interfere with enforcenent

proceedings, . . . (O could reasonably be expected to
constitute an unwarranted invasion of personal privacy,

. . . or (F) could reasonably be expected to endanger

the life or physical safety of any individual.

5 US C 8§ 552(b)(7). The district court correctly held that the
i nformati on sought by plaintiffs was “conpiled for |aw

enf orcenment purposes.” And as we explained in our opening brief,
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rel ease of that information would jeopardize the governnment’s
ongoing terrorisminvestigation, invade the privacy interests of
i ndi vi dual s who have chosen not to publicize their connection to
it, and endanger the lives and safety of both the targets of the
investigation and the public at large. Plaintiffs’ principal
responses are that the governnent’s disclosure of other
informati on about the terrorisminvestigation has sonmehow
underm ned its exenption clainms, and that the governnment is
guilty of w despread wongdoing in its treatnment of individuals
who were detained. Neither of these clains has nerit.

A. This Case Involves Records Compiled For Law Enforcement
Purposes.

The district court correctly concluded that the records at
i ssue were “conpiled for |aw enforcenent purposes” within the
meani ng of Exenption 7. As the court explained: “There is no
guestion that the Governnment’s affidavits establish that the
informati on sought in this case was gathered expressly for the
legitimate | aw enforcenent purpose of investigating the Septenber
11, 2001 terrorist attacks.” Op. 14 n.S8.

Plaintiffs respond that they nerely seek individual “jail
records” or “arrest warrants.” Br. 18. That is incorrect.

Despite their repeated citation to Morrow v. District of

Colunbia, 417 F.2d 728, 741 (D.C. Gr. 1969), plaintiffs do not
seek anything renotely resenbling the “arrest books” at issue

there, which “enconpass[ed] nerely a chronol ogical record of each
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arrest” at individual facilities. |Instead, plaintiffs seek

i nformati on about individuals who are the subject of a particul ar
| aw enforcenent investigation. Specifically, plaintiffs seek a
conprehensive |isting of nanes and ot her information about

“individuals ‘arrested or detained . . . in the wake of the

Septenber 11 attack.” Hodes Decl. Exh. A (enphasis added). The

nanes of these individuals, and other information about them
obvi ously becane known to the governnent in the course of the
terrorisminvestigation. See Reynolds Decl. T 2-4. Likew se,
the fact that these individuals are of interest to the

i nvestigation is also plainly information that was generated by
the investigation. |Indeed, the conpilations at issue were
created precisely to enabl e responsi ble governnment officials to
nmonitor the terrorisminvestigation. Reynolds Dec. | 4; cf. Def.
Exh. 7 (redacted list of INS detainees for “Joint Terrorism Task
Force Working Group”). Because the information sought was
initially conpiled for |aw enforcenment purposes, it neets the

t hreshol d requirenents of Exenption 7. See FBI v. Abranson, 456
U S. 615 (1982).

B. Disclosure Of Information About Individuals Questioned
In Connection With The September 11 Terrorism
Investigation Would Undermine The Investigation,
Violate Privacy Interests, And Threaten The Physical
Safety Of Many Individuals.

1. In our opening brief, we explained that rel ease of the

identity of individuals questioned in connection with the ongoi ng
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terrorisminvestigation and their attorneys would interfere with
the investigation by, anong other things, providing terrorists
with a virtual roadmap of the investigation and di scouragi ng
i ndi viduals fromcooperating with it. W further explained that,
because the investigation is largely designed to prevent future
acts of terrorism any such interference would place at risk the
lives and safety of the American public. In requiring
di scl osure, the district court failed to give appropriate
deference to the considered judgnents of the senior |aw
enforcement officials responsible for the investigation.
Plaintiffs repeat this error.

Al though plaintiffs claimthat there is no significant
l'i kelihood of harm fromdisclosure (Br. 19), the uncontradicted
evi dence indicates otherwse. As explained in detail in the
decl arations of Janes S. Reynolds, Director of the Terrorism and
Violent Crime Section of the Departnment of Justice, and Dal e
WAt son, the recently retired FBI Executive Assistant Director for
Counterterrorism release of the identities of the detainees
woul d allow terrorist organizations to determ ne where the
governnent is focusing its investigative efforts, enhancing their
ability both to inpede the pending investigation and to carry out
successful terrorist attacks in the future. Reynolds Dec. § 16;
Watson Dec. § 15. It also would inpair the governnent’s ability

to obtain informati on or secure cooperation fromthe detai nees by



creating a risk that they will be subject to intimdation or
retaliation. Reynolds Dec. 1Y 14-15; Watson Dec. § 18. And it
woul d enabl e terrorist organizations to obstruct pending
proceedi ngs by creating false or m sl eadi ng evidence. Reynolds
Dec. 1 17. These declarations are nore than sufficient to

establish a “rational link,” see Crooker v. ATF, 789 F.2d 64, 67

(D.C. Gr. 1986), between the records at issue and the harns from
di scl osure.

Plaintiffs fault the Watson and Reynol ds decl arati ons for
| acki ng support in concrete “record evidence” of harm Br. 26.
This criticismis msplaced, because the FO A exenptions at issue
by their ternms apply whenever disclosure “could reasonably be
expected” to produce the anticipated injuries to | aw enforcenent
or public safety. The Reynolds and Wat son decl arations descri be
nunerous harns “reasonably . . . expected” as a result of
di scl osure, including national security harns as to which courts
owe particular deference to the predictive judgnents of the

responsi bl e Executive Branch officials. See, e.qg., Zadvydas v.

Davis, 533 U.S. 678, 696 (2001) (noting that “terrorismor other
speci al circunstances” warrant “hei ghtened deference to the

judgnents of the political branches with respect to matters of

national security”); Departnent of the Navy v. Egan, 484 U.S.
518, 530 (1988) (“[Clourts traditionally have been reluctant to

i ntrude upon the authority of the Executive in mlitary and



national security affairs”).

Appl yi ng these principles, other appellate courts, in
rejecting clains simlar to those raised here by plaintiffs, have
credited the predictive judgnments set forth in the Reynol ds and

Wat son decl arations. For exanple, in North Jersey Media G oup,

Inc. v. Ashcroft, F.3d __, 2002 W 31246589 (3d Cr. Cct.

8, 2002), the Third Circuit recently rejected an all eged First
Amendment right of access to adm nistrative hearings involving
the INS detainees at issue here. 1In concluding that such access
woul d inpair the public good, the court explained that, although
“the representations of the Watson Declaration are to sone degree
specul ative,” courts nust nonethel ess be “quite hesitant to
conduct a judicial inquiry into the credibility of these security
concerns, as national security is an area where courts have
traditionally extended great deference to Executive expertise.”

Id. at *19; see also ibid (“To the extent that the Attorney

Ceneral s national security concerns seemcredible, we wll not

lightly second-guess them”). Simlarly, in ACLU v. Hudson, 799

A 2d 629, 652 (N. J. Super.), cert. denied, 803 A 2d 1162 (N.J.

2002), a state appellate court recently held that the i nm nent
di scl osure of information substantially simlar to that sought
here by plaintiffs “created urgent conditions” sufficient to
justify an energency federal regulation pronmul gated w thout

noti ce-and-coment rul emaking. After review ng the Reynol ds



decl aration, the court “accept[ed] the governnent’s
characterization of the interests affected as inportant, i.e.,
facilitation of |aw enforcenment operations, the protection of
det ai nees, and pronotion of national security.” 1d. Plaintiffs
give no proper justification for disregarding the Reynol ds and
Wat son decl arations in this case.

Plaintiffs simlarly err in contending (Br. at 25-26) that
deference is appropriate only in the context of Exenption 1. To
be sure, deference is highly appropriate in Exenption 1 cases,
whi ch necessarily present issues of national security. But there
I's no reason why deference should be so limted. To the extent
that national security issues are relevant, courts afford broad
deference to the predictive judgnents of responsible executive
branch officials, in contexts ranging fromstatutory

construction, see CIAv. Sins, 471 U.S. 159, 179 (1985) (“The

decisions of the [CIA] Director, who nmust of course be famliar
with ‘the whole picture,’” as judges are not, are worthy of great
def erence given the magni tude of the national security interests
and potential risks at stake”); to privilege assertions, see
Halkin v. Helnms, 598 F.2d 1, 9 (D.C. Gr. 1979) (“Courts should
accord the ‘utnost deference’ to executive assertions of

privilege upon grounds of mlitary or diplomtic secrets.”); to

the First Amendnent, see North Jersey Media, 2002 W. 31246589 at

*19; McCGehee v. Casey, 718 F.2d 1137, 1149 (D.C. G r. 1983)




(“judicial review of ClIA classification decisions, by reasonable
necessity, cannot second-guess Cl A judgnments on matters in which
the judiciary lacks the requisite expertise”). Plaintiffs
provi de no good reason for creating an exception to these settled
principles in the context of Exenption 7.

Finally, plaintiffs err in their brief suggestion (Br. 20)
that the harns docunented by the Reynol ds and WAt son decl arati ons
woul d be generically present in “any serious |aw enforcenent
investigation.” That assertion blinks reality. The scope and
i nportance of this investigation are unprecedented. Reynol ds
Dec. 91 2-4; Watson Dec. T 2-7; Hodes Dec. {1 5-6. Unlike nore
routi ne | aw enforcenent investigations, it involves national
security, defense, intelligence, and | awenforcenent matters of
hi ghest sensitivity. It involves an international investigation
of a nassive coordinated attack against this country pl anned,
funded, and directed from abroad by dozens or hundreds of co-
conspirators. And it involves sophisticated terrori st
or gani zati ons whose fanatical commtnent to killing Amrericans and
attacking Anerican interests makes them an ongoing threat. The
decl arations nore than denonstrate that, in this context, the
di scl osure sought would threaten uniquely grave harns to the
ongoi ng i nvestigation and the public safety.

2. The disclosure of the identities sought by appellees

woul d al so “constitute an unwarranted invasi on of personal
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privacy.” 8 553(b)(7)(C. As this Court has recognized,
“indi vidual s have an obvi ous privacy interest cognizabl e under
Exenmption 7(C) in keeping secret the fact that they were subjects

of a | aw enforcenent investigation.” Nation Magazine v. Custons

Serv., 71 F.3d 885, 894 (D.C. Cr. 1995). Contrary to
plaintiffs’ suggestion, the governnent has not artificially
created the privacy interests at issue by identifying the
det ai nees as individuals questioned in connection with the
terrorisminvestigation. Rather, the association between the
detai nees and the investigation is inherent in the terns of
plaintiffs’ FO A request, which seeks information about those
det ai nees held in connection with the investigation. Hodes Dec.

Exh. A.  And as the Suprenme Court noted in Departnent of Justice

v. Reporters Commttee for Freedomof the Press, “the conpilation

of otherw se hard-to-obtain information” can significantly
“alte[r] the privacy interest inplicated by disclosure of that
information.” 489 U.S. 749, 764 (1989).

Plaintiffs nake several allegations of governnenta
wr ongdoi ng, which they claimdenonstrate that the public interest
i n disclosure outwei ghs any privacy concerns under Exenption
7(C). This argunent is both factually and legally flawed.

First, plaintiffs’ allegations do not cone close to
satisfying the high evidentiary standard of Exenption 7(C).

“I'Unless there is conpelling evidence that the agency denyi ng
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the FO A request is engaged in illegal activity,” the
“incremental public interest” in disclosure of “the nanes of
private individuals appearing in the agency’ s | aw enforcenent
files” is not enough to overcone an Exenption 7(C) claim

SafeCard Servs. v. SEC, 926 F.2d 1197, 1205-06 (D.C. Cir. 1991)

(enphasi s added); see also Davis v. Departnent of Justice, 968

F.2d 1276, 1282 (D.C. Cir. 1992); Accuracy in Media, Inc. v.

National Park Serv., 194 F.3d 120, 124 (D.C. GCr. 1999). Far

fromoffering “conpelling evidence” of “serious and repeated
violations of individual rights” (Br. 30), plaintiffs rely on
itens such as newspaper articles (which are of course

i nadm ssi bl e and unreliable hearsay); untested allegations made
in four lawsuits (which confirmthat the detai nees questioned and
hel d in connection with the Septenber 11 investigation, |ike al
ot her federal detainees, have access to the courts to chall enge
the fact or conditions of their confinenent); congressional
testinmony by two attorneys (who did, in fact, successfully
represent clients tenporarily questioned and detained in
connection with the terrorisminvestigation); the nere pendency
of an I nspector General investigation (which was required by
statute even absent any initial determ nation of probable

m sconduct, see Opening Br. at 46 n.7); and the governnent’s use,
In conbatting the grave and ongoing terrorist threat, of tactics

that courts have held to be lawful, see, e.d., North Jersey
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Media, 2002 WL 31246589 (closed immgration hearings); ACLU v.

Hudson, 799 A 2d 629 (preenption of state disclosure laws); In re

Application of the United States for a Material Wtness Warrant,

213 F. Supp. 2d 287 (S.D.N. Y. 2002) (use of material wtness
warrants for grand jury testinony). These itens pale in
conparison to the sworn affidavits of high governnent officials
that plaintiffs would have this Court disregard. In any event,
they hardly constitute “conpelling evidence” of m sconduct,
particul arly when consi dered agai nst the backdrop of what is the
“*largest, nost conprehensive crimnal investigation in world
history.”” Hodes Decl. 1 5. The ability of the detainees to
speak to the public or the press underscores the insufficiency of
this alleged evidence even nore; that few of them have chosen to
do so casts considerable doubt on plaintiffs’ clainms of

w despread abuse.

Finally, despite plaintiffs’ repeated suggestion of
unchecked executive discretion, the detainees questioned and held
in connection with the Septenber 11 investigation enjoy the ful
panoply of constitutional, statutory, and regulatory protections
to which all other federal detainees are entitled. As Chief
Judge Becker has recently explained, all INS detainees, including
t hose questioned and held in connection with the terrorism
i nvestigation, enjoy “a heavy neasure of due process,” including

the right to challenge their detention through habeas corpus.
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See North Jersey Media, 2002 W. 31246589 at *21. Al crimnally-

charged det ai nees, including those questioned and held in
connection with the terrorisminvestigation, enjoy the “extensive
safeguards” set forth in the Bail Reform Act of 1984, which
requires a judicial finding, prior to any detention, that the

det ai nee poses a threat to public safety. United States v.

Sal erno, 481 U.S. 739, 751-52 (1987); see 18 U S.C. § 3142(e);

see also id. 8§ 3145(c) (providing expedited appellate review.

And all individuals held as naterial wtnesses, including those
guestioned and held in connection with the terrorism

i nvestigation, enjoy parallel protections under the Bail Reform
Act. See 18 U S.C. 8§ 3144 (detention nust be authorized by
“judicial officer”); id. § 3145(c) (providing expedited appellate
review.

Second, plaintiffs have not shown a legally sufficient
connection between the m sconduct they allege and the discl osures
they seek. The “only relevant public interest in the FOA
bal anci ng analysis” is “the extent to which disclosure of the
i nformati on sought would *she[d] Iight on an agency’s perfornmance

of its statutory duties.” Departnent of Defense v. FLRA, 510

U S. 487, 497 (1994), quoting Reporters Commttee, 489 U S. at

773. Here, plaintiffs have failed to explain how know ng the
names of individuals who prefer that their connection to the

terrorisminvestigation renmain confidential would help the public
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to determ ne how the governnment is performng its duties, or

whet her those individuals are being treated appropriately. After
all, the public interest in the release of information nust be
evaluated in light of the information that is already avail able

to the public. See Departnment of State v. Ray, 502 U. S. 164, 178

(1991). And any individuals who wi sh to speak publicly about
their treatment were and are free to do so.

Plaintiffs suggest that knowi ng the names of all the
i ntervi ewees who were detai ned would enable themto identify
patterns, thus revealing whether the detentions “reflect a vast
internal terrorist threat” or sinply a “dragnet based upon
religion or ethnicity.” Op. 31. This claimcontradicts
plaintiffs argunent that terrorist organizations will be unable
to identify any patterns in the investigation sinply from
| earning the nanes of interviewees who were detained. |In any
case, the governnment has already disclosed the country of origin
of all of the individuals questioned in connection with the
terrorisminvestigation, and then held on inmm gration charges.
Reynolds Dec. 1 7. Plaintiffs have not shown that, for their
pur poses, there would be significant increnental value in al so
knowi ng their nanes as well.

3. The district court correctly concluded that the dates
and | ocations of the arrest of the individuals questioned and

then held in connection with the terrorisminvestigation, as well
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as the locations of their detention and the dates of their

rel ease, were exenpt from di scl osure under Exenptions 7(A) and
7(F). As the court explained, information about the dates and

| ocations of arrests could reveal patterns in the investigation.
See Op. 33. For exanple, know ng that many peopl e had been
guestioned and then detained in one city, while few peopl e had
been questioned and then detained in another city, could all ow
terrorists to deternmi ne where the investigation has been focused.
This would permt themto shift their activities to evade
detection, and thereby facilitate future terrorist attacks. See
Reynol ds Decl. § 16; Watson Decl. § 15. Likew se, disclosure of
the | ocations of detention would endanger the investigation and
the public safety “because it would nmake detention facilities

vul nerable to retaliatory attacks.” Op. 34. It also m ght
facilitate contact between detai nees and terrorist organizations.
Reynol ds Decl. § 17. Although the district court did not
separately address the dates of release, that information al so
could reveal the progress of the investigation, because it m ght
give clues as to exactly when investigators determ ned that a
particul ar individual was no |onger of interest. Al so, know edge
of the date an individual was released m ght make it easier for
terrorist organizations to | ocate, and thereby retaliate against,
t hat i ndi vi dual .

Plaintiffs argue that these concerns are specul ative, see
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Br. 27, but again they sinply ignore the detail ed and
uncont radi cted decl arations of the senior |aw enforcenent
officials responsible for the governnent’s terrorism

i nvestigation. As we have shown, the views of those officials
are entitled to considerable deference. Also, plaintiffs claim
t hat di scl osures already made by the governnent undermine its
interest in protecting the information. Specifically, they note
that the Inspector General has identified the facilities at which
sone individuals questioned in connection with the terrorism

i nvestigation have been held on immgration charges. See Br. 27.
But this general statenent — which did not identify any
particul ar individuals — hardly shows that the governnent |acks
an interest in protecting specific information about the entire
list of indivduals questioned in connection with the terrorism

i nvestigation and t hen detai ned.

C. The Interests Protected By Exemption 7 Are Not
Undermined By The Government’s Disclosures Of Other
Information.

Plaintiffs argue that the government already “has nade
extensi ve public disclosures about the scope and details of the
terrorisminvestigation.” Br. 22. Fromthis they reason that
“the governnment’s predictions of harmare belied by its own
di scl osures,” Br. 24, and that the governnent should therefore be
conpel led to disclose the information sought in this case. This

conclusion is flawed, for three reasons.
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First, there are significant differences between the kinds
of disclosures that have been made al ready and those that are
sought by plaintiffs. Many of the governnent’s prior statenents
about the terrorisminvestigation have not identified specific
i ndi viduals. For exanple, plaintiffs note that the governnent
publicly stated that it planned to interview a | arge nunber of
aliens on a voluntary basis. Br. 22. But this information —
whi ch woul d have been unlikely to have remai ned secret anyway -—
does not reveal anything about whomthe governnent interviewed,
where and when those individuals were questioned, or even the
exact nunber of individuals who were questi oned.

O her prior disclosures have identified specific individuals
in a manner unlikely, in the view of the |aw enforcenent experts,
to i npede the progress of the investigation. For exanple, the
government has identified individuals who have been charged with
federal crimes. And, as plaintiffs point out, the governnent
identified Zacarias Mussaoui as a suspect before he was
indicted. Br. 8. Unlike the release of information sought by
plaintiffs, these disclosures nerely accelerated the publication
of information — i.e., the nanes of crimnal defendants — that
soon woul d have becone public anyway. More inportantly,

I nvestigators often have legitimte reasons for identifying
certain individuals who have attracted the attention of the

I nvestigation. They may, for exanple, wish to solicit tips from
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t he public about those individuals. But that does not nean that
the investigati on woul d not be harnmed by the whol esal e
identification of hundreds of other individuals interviewed in

t he course of the investigation.!?

Second, although plaintiffs do not describe their position
in ternms of waiver, their argunment anounts to a claimthat the
government has wai ved the applicable FO A exenptions through its
prior disclosures. This Court has rejected the proposition that
t he governnent can waive FO A exenptions based on nationa
security or personal privacy sinply by releasing other simlar
I nformation. To establish a claimof waiver, “FOA plaintiffs
cannot sinply show that simlar information has been rel eased,
but nust establish that a specific fact already has been pl aced

in the public domain.” Public Ctizen v. Departnent of State, 11

F.3d 198, 201 (D.C. Gr. 1993); see also Fitzgibbon v. CA 911

F.2d 755, 765-66 (D.C. Cr. 1990). Thus, an agency does not
wai ve an exenption “by publicly discussing the general subject
matt er of docunents which are otherw se properly exenpt from

di sclosure.” Public Ctizen, 11 F.3d at 201; see also Reporters

Comm ttee, 489 U.S. at 762-65 (upholding claimof exenption for

" As we noted in our opening brief, and as both the district
court and plaintiffs appear to have overl ooked, not all of the
i ndi vidual s interviewed and then detained in connection with the
terrorisminvestigation are suspected of being terrorists
t hensel ves; some of them are not suspected of terrorism but may
nevert hel ess have val uable information about terrorist
activities.
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“rap sheets” that conpiled publicly available arrest records);

Mobil Ol Corp. v. EPA 879 F.2d 698, 701 (9th Gir. 1989)

(“[Rl el ease of certain docunents wai ves FO A exenptions only for

t hose docunents released”); cf. Halkin, 598 F.2d at 9 (“The

government is not estopped from concluding in one case that
di sclosure is permssible while in another case it is not”). To

be sure, the Court in Public Gtizen and Fitzqgi bbon consi dered

the issue of waiver in the specific context of Exenption 1, not
Exenption 7. But nothing in the Court’s reasoning indicates that
its holding should be Iimted to Exenption 1. On the contrary,
the Court noted that its analysis would also apply to Exenption
3, which, like Exenption 1, seeks “to preserve the Executive’'s
freedomto refuse to disclose information that m ght conprom se

nati onal security.” Public Ctizen, 11 F.3d at 202 n. 4. It

should simlarly apply to Exenptions 7(A) and 7(F), particularly
where (as here) the | aw enforcenment and public safety issues are
sufficiently grave to inplicate the national security. |In all of
t hese contexts, the selective release of information can
significantly advance legitimate governnent interests in
effective | aw enforcenent and in protecting the public safety and
the national security. Accordingly, under the logic of this
Court’s precedents, the governnent has not waived its clains
under Exenptions 7(A) and 7(F) sinply by choosing to reveal sone

i nformati on about its investigation.
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The sane is true of plaintiffs’ claimthat the governnent
has wai ved Exenption 7(C). The FO A privacy exenptions protect a
privacy interest that “belongs to the individual, not the agency

hol ding the information.” Sherman v. Departnent of the Arny, 244

F.3d 357, 363 (5th Gr. 2001). The exenptions therefore nay be

wai ved only by the individuals concerned. See ibid; see also

Conputer Prof’ls for Social Responsibility v. Secret Service, 72

F.3d 897, 904 (D.C. Cir. 1996); Halpern v. EBI, 181 F.3d 279, 297

(2d Cir. 1999). Certainly, no authority supports the proposition
that the privacy rights of some individuals can be waived by the
di scl osure of information about others.

Third, the rule plaintiffs urge would have the perverse
ef fect of penalizing the governnment for its decision to permt
some degree of openness. |In effect, plaintiffs contend that
because the governnent has disclosed sonme information about its
terrorisminvestigation, it should be required to disclose al
i nformati on about that investigation. The logical inplication of
such an approach is that the government should never rel ease any
information, lest it lose its ability to protect |aw enforcenent
i nvestigations, the public safety, and the national security by
mai ntai ning the confidentiality of other information. Even if it
were not constrained by precedent, this Court should not adopt a
rule that woul d encourage the governnent to release as little

i nformati on as possi bl e.
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II. The Identities Of The Persons Held As Material Witnesses
Are Also Protected By FOIA Exemption 3.

In addition to being protected by FO A Exenption 7, the
identities of those individuals being held on naterial wtness
warrants are al so protected fromdisclosure by FO A Exenption 3,
whi ch covers matters that are “specifically exenpted from
di scl osure by statute.” Here, the applicable statute is Fed. R
Cim P. 6(e), which prohibits the governnment from di scl osing
“matters occurring before the grand jury.”

Rul e 6(e) prohibits disclosure of the identities of

potential, as well as actual, grand jury witnesses. See In re

Seal ed Case, 192 F.3d 995, 1002-03 (D.C. Gr. 1999) (“[We have

read Rule 6(e) to cover matters ‘likely to occur’” before the

grand jury); see also In re Application of the United States for

a Material Wtness Warrant, 213 F. Supp. 2d 287, 288 n.1

(S.D.N.Y. 2002). Thus, plaintiffs’ observation that sone of the
mat erial witnesses were rel eased before they testified, see Br.
35, is beside the point, because the Reynol ds decl arati on nakes
clear that all of the naterial witness warrants in this case were
“iIssued to procure a witness’'s testinony before a grand jury.”
Reynol ds Second Supp. Dec. T 4. Although plaintiffs suggest that
“the governnment may inproperly detain material w tnesses,” Br.

35, they offer no evidence for this allegation. And of course,

each of the material witness warrants at issue here was issued by

a United States district judge under 18 U.S.C. § 3144, not by the
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Executive Branch acting al one.

As with Exenption 7, plaintiffs rely primarily on the
government’s al |l eged di sclosures of other grand jury material.
See Br. 36. They do not claimthat the governnent has actually
di scl osed any of the specific information they are seeking — if
it had, their FO A request woul d be unnecessary. Instead, they
argue that because the governnent allegedly disclosed other
i nformati on about material w tnesses, Rule 6(e) should not apply
to the information at issue in this case. To support this point,
plaintiffs cite only a newspaper article and court filings from
an unrel ated case, see Br. 9 n. 34. Fromthe evidence plaintiffs
present, it is inpossible to determ ne whether grand jury
material was in fact disclosed, and if so, whether it m ght have
been aut horized by one of the exceptions to Rule 6(e). But in
any event, plaintiffs’ legal premise is incorrect. It is true
that at a certain point, “information is sufficiently w dely
known that it has lost its character as Rule 6(e) material.

I nformati on wi dely known is not secret.” In re North, 16 F.3d

1234, 1245 (D.C. Cir. 1994); see also In re Craig, 131 F.3d 99,

107 (2d Cir. 1997) (suggesting that “even partial previous

di scl osure often undercuts many of the reasons for secrecy”).
But no authority supports the proposition that disclosure of
grand jury material in one case neans that the governnent nust

di sclose grand jury material in other cases.
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IIT. The Information Plaintiffs Seek Is Not Subject To Disclosure
Under the Common Law Or The First Amendment.

Plaintiffs assert that even if the information they seek is
exenpt fromdi sclosure under FOA, its disclosure is neverthel ess
requi red by the common |aw or by the First Amendnent. Neither of
these theories has nerit. Any comon-law right of access is
di spl aced by FO A and, nore specifically, is abrogated by
regul ations prohibiting disclosure in this context. In addition,
t he common-1 aw di scl osure doctrine requires a bal anci ng of
interests, which favors the governnment in this case. And
al t hough the First Amendnent protects a right of access to
certain judicial proceedings, it has never been held to confer a
right to access investigatory information held by the Executive
Br anch.

1. It is doubtful whether there was ever a conmon-|aw ri ght
of access to the information sought here by plaintiffs.
Consistent with the |ongstanding tradition of access to the
courts, the Supreme Court has recogni zed a conmon-|aw ri ght of

access to judicial records, see N xon v. Warner Comuni cati ons,

Inc., 435 U. S. 589, 597 (1978), and this Court has extended that
right to certain records of other entities (such as the
Sentenci ng Commi ssion) “wthin the judicial branch,” see

Washi ngton Legal Found. v. United States Sentencing Conmn, 89

F.3d 897, 903 (D.C. Cir. 1996). 1In contrast, there is no genera

tradition of access to the Executive Branch, see North Jersey
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Media, 2002 WL 31246589 at *__ (slip op. at 23-27), and certainly

no general tradition of access to “investigatory information”

held by the Executive Branch, see Detroit Free Press v. Ashcroft,

303 F.3d 681, 699 (6th Cr. 2002), petition for reh’ g pending.

Plaintiffs nonethel ess invoke a narrower alleged tradition
of access to “arrest books.” Br. 37-38. As explained above,
however, the records sought here by plaintiffs -- conprehensive
conpi | ati ons of nanmes and ot her information about hundreds of
i ndi vi dual s associated with a particular |aw enforcenent
investigation -- bear no relationship to the kind of “arrest
books” discussed by plaintiffs. Watever the alleged tradition
of access to arrest books “enconpassing nerely a chronol ogi cal
record of each arrest” at an individual facility (Mrrow, 417
F.2d at 741), there is no tradition of access to the very
different kind of sensitive investigatory materials sought here
by plaintiffs.

Mor eover, any comon-law right of access that m ght
ot herwi se exi st would be displaced by the FOA In N xon v.

War ner Communi cations, the Supreme Court recognized a comon-| aw

right of access to the judicial records at issue, but held that
the right was displaced by the access provisions of the
Presidential Records Act. See 435 U.S. at 606 (“The presence of
an alternative [statutory] neans of public access tips the scales

I n favor of denying rel ease,” because “[t] he Executive and
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Legi sl ative Branches . . . possess superior resources for
assessing the proper inplenmentation of public access”).

Simlarly, although this Court has formally reserved the question
whet her “coverage by a federal disclosure statute precludes the
application of the federal common | aw right of access
altogether,” it has stated that the applicability of FOA “woul d
likely tip the scales . . . against requiring disclosure of the

docunent under the conmmon |aw.” Washington Legal Found., 89 F.3d

at 903 n.*. That statenent is surely correct. The FO A applies
broadly to all records held by each agency of the Executive
Branch (5 U.S.C. § 552(a)(3); provides for disclosure subject to
a series of detailed and precisely calibrated exenptions (5

U S.C. 8 552(b)); and inposes various procedural requirenents
rangi ng fromspecific deadlines (id. § 552(a)(6)) to fee
schedules (id. 8 552(a)(4)). It would be inappropriate for
courts to invoke the common |aw to circunvent these detail ed

statutory provisions, see MIlwaukee v. Illinois, 451 U S. 304,

314 (1981) (“[When Congress addresses a question previously
governed by a decision rested on federal common |aw the need for
such an unusual exercise of |awraking by federal courts

di sappears.”), particularly because, in contrast to the FO A,
“the federal courts have had very |limted experience with the

common | aw right of access.” Washington Legal Found., 89 F. 3d at

905.
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Moreover, as plaintiffs thensel ves concede (Br. 39), an
al | eged conmmon-1law ri ght of access cannot prevail in the face of
statutes or regulations directly prohibiting disclosure. 1In this
case, release of information about individuals held on
i mm gration charges is specifically prohibited by 8 CF. R §
236.6. That regul ati on makes clear that disclosure obligations
nmust arise, if at all, under positive |law such as the FO A

No person, including any state or |ocal governnent
entity or any privately operated detention facility,

t hat houses, maintains, provides services to, or

ot herwi se hol ds any detai nee on behalf of the
[Immigration and Naturalization] Service . . . shal

di scl ose or otherwise permt to be made public the nane
of, or other information relating to, such detainee.
Such information shall be under the control of the
Servi ce and shall be subject to public disclosure only
pursuant to the provisions of applicable federal |aws,
requl ati ons and executive orders. (enphasis added).

Li kewi se, as noted above, Fed. R Cim P. 6(e) prohibits the
di scl osure of information about individuals held on materi al
Wi tness warrants. Together, these provisions displace any
comon-| aw access rights that m ght otherw se exist.

Finally, even if a common-law right of access were
i mplicated here, the right is not absolute. Rather, court nust
“bal ance the governnent’s interest in keeping the docunent secret

agai nst the public’s interest in disclosure,” Washi ngton Legal

Found., 89 F. 3d at 902, a standard nore than flexi ble enough to
permt consideration the |aw enforcenent, privacy, and public

safety interests specifically protected by Exenption 7. As
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expl ai ned above, release of the information at issue in this case
woul d threaten severe harmto the integrity of the governnent’s
terrorisminvestigation, to the privacy interests of individuals
who have chosen not to publicize their connection to the
investigation, and to the safety of the American public. These
interests greatly outweigh any public interest in disclosure.

2. The First Amendnent does not conpel the governnent to
di scl ose any of the records sought by the plaintiffs in this
case. As a general matter, the First Amendnent does not
“mandat[e] a right of access to governnent information or sources
of information within the governnent’s control.” Houchins v.
KQED, Inc., 438 U S. 1, 15 (1978). “The Constitution itself is
neither a Freedom of Information Act nor an Oficial Secrets
Act.” 1d. at 14. Thus, the Court in Houchins held that the
press does not have a First Anendnment right to inspect prisons.
And nore recently, the Suprene Court stated that the governnent
“coul d decide not to give out arrestee information at all w thout

violating the First Arendnent.” Los Angeles Police Dep’'t v.

United Reporting Publ’g Co., 528 U. S. 32, 40 (1999).

To be sure, the Suprenme Court has held that there is a First

Amendnent right of access to crimnal proceedings in court. See

Ri chnond Newspapers, Inc. v. Virginia, 448 U.S. 555 (1980). But

It based this conclusion on a 1,000-year “unbroken,

uncontradi cted history” of public access and a tradition in which
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public access was thought to “inher[e] in the very nature of a

crimnal trial.” 1d. at 564, 573; see also Press-Enterprise Co.

v. Superior Court, 478 U.S. 1, 8 (1986) (elaborating on the

“right of access to crimnal proceedings”). This rationale does
not apply to the activities of the Executive Branch. |n general,
the Constitution | eaves the question of public access to the
political branches and the denocratic process.

Al t hough one court has recogni zed a First Anendnent right of
access to admnistrative deportation proceedings, it did so only
after enphasizing what it perceived to be the simlarity of those

proceedings to judicial proceedings. Detroit Free Press v.

Ashcroft, 303 F.3d at 699; but see North Jersey Media Goup, |Inc.

v. Ashcroft, F.3d ___, 2002 W 31246589 at *2 (3d Gir. Oct.

8, 2002) (“In our view the tradition of openness of deportation
proceedi ngs does not neet the standard required by R chnond
Newspapers”). At the sanme tine, it sharply distingui shed between
“purported rights of access to, or disclosure of, governnent-held

investigatory information” and “access to information relating to

a governnental adjudicative process.” Detroit Free Press, 303

F.3d at 699. There is no authority for the proposition that the
First Amendnent provides a right of access to investigatory
I nformati on held by the Executive Branch. For this reason,

plaintiffs’ First Amendnent claimshould be rejected.
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CONCLUSION

For the foregoing reasons,
in our opening brief,
conpel I'i ng di scl osure of
ot her respects,

affirned.

i nformati on shoul d be reversed.

as well as for the reasons stated

the judgnent of the district court

In all

t he judgnent of the district court should be
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